
 

     Aggressively operate and defend our networks, 

data and weapons systems 

     Deliver effects against adversaries 

     Increase lethality and improve readiness 

     Attract, develop and sustain a world-class  

workforce 

     Transform the command to Army Information 

Warfare Command by 2028 

     Strengthen and expand partnerships 

U.S. Army Cyber Command integrates and conducts  

full-spectrum cyberspace operations, electronic  

warfare, and information operations, ensuring freedom 

of action for friendly forces in and through the cyber 

domain and the information environment, while denying 

the same to our adversaries. 

www.arcyber.army.mil   www.army.mil/armycyber 
 

@ARCYBER    www.linkedin.com/company/10791785 

The Army network is a weapons system.  

A well-defended and globally-extended network 

underpins all Army operations. 
 

Multi-domain operations means developing 

combat options across all domains, including 

cyberspace and the information environment, to 

ensure the Army can fight and win. 


